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ABSTRACT
Elucidating personal factors that may protect against the adverse psychological outcomes of cyberbullying victimisation might help guide more effective screening and school intervention. No studies have yet examined the role of emotional intelligence (EI) and gender in adolescent victims of cyberbullying and how these dimensions might interact in explaining cybervictimisation experiences. The main aim of this study was to examine the relationship between EI and cybervictimisation, and the interactive link involving EI skills and gender as predictors of cyberbullying victimisation in a sample of 1,645 Spanish adolescents (50.6% female), aged between 12 and 18 years. Regarding the prevalence of cybervictimisation, our results indicated that over 83.95% of the sample were considered non-cybervictims, while 16.05% experienced occasional or severe cybervictimisation. Additionally, findings indicated that deficits in EI and its dimensions were positively associated with cybervictimisation in both genders, but were stronger in females. Besides, a significant emotion regulation x gender association was found in explaining cybervictimisation experiences. While no interaction was found for males, for females the deficits of emotion regulation were significantly associated with greater victimisation. Our findings provide empirical support for theoretical work connecting EI skills, gender and cybervictimisation, suggesting emotion regulation skills might be considered as valuable resources, as well as their inclusion in new gender-tailored cybervictimisation prevention programmes.
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## 1. Introduction

School bullying is recognised as a serious psychosocial problem commonly seen during adolescence in school settings worldwide (Book, Volk, & Hosker, 2012; Casas, Del Rey, & Ortega-Ruiz, 2013). Resulting from the growing use of new technologies and social media, cyberbullying has emerged as a new kind of abuse in cyberspace, which is related to school bullying (Kowalski, Giumetti, Schroeder, & Lattanner, 2014). Cyberbullying, also known as digital bullying, is defined as repeated aggressive and hostile messages sent through the use of electronic media against a victim who cannot easily defend him- or herself (Hinduja & Patchin, 2009). According to a recent meta-analysis, prevalence rates of cyberbullying and victimisation vary depending on the definitions of the phenomenon. In general, most of the studies that have addressed cyberbullying show prevalence rates of between 10 and 40% of adolescents involved, finding incidences of 15% for adolescent cybervictimisation (Zych, Ortega-Ruiz, & Del Rey, 2015). In contrast to traditional bullying, the use of electronic devices provides new challenges for intervention due to unique features such as anonymity, rapid social dissemination and increased access to the victims (Alvarez-Garcia, Nuñez, Dobano, & Rodríguez, 2015; Tokunaga, 2010). Thus, cyberbullying experiences are consistently associated with a wide range of negative outcomes. For instance, youths who encounter cyberbullying report significantly higher levels of psychosomatic problems than non-involved youths (Beckman, Hagquist, & Hellsström, 2012), higher levels of depressive symptoms (Nixon, 2014), greater levels of anxiety symptoms (Sontag, Clemons, Graber, & Lyndon, 2011), lower self-esteem (O’Brien & Moules, 2013) and even higher rates of suicide ideation and attempts (Gini & Espelage, 2014). Furthermore, being the victim of cyberbullying negatively affects the victims’ emotional and social adjustment (Elipe, Mora-Merchan, Ortega-Ruiz, & Casas, 2015). In particular, cybervictimisation has been linked with negative feelings such as anger, upset, sadness, helplessness, fear, shame, guilt or loneliness (Elipe & al., 2015; Ortega & al., 2012).

When peer victimisation is not handled appropriately, it can have a huge influence on the development of internal and external problems that lead to reduced levels of well-being (Zych & al., 2015). However, all cybervictims do not develop the same negative outcomes or to the same grade of intensity (Dredge, Gleeson, & García, 2016; Elipe & al., 2015). Certain risk and protective factors are considered contributors to important aspects of cognitive and emotional adjustment (Gini, Pozzoli, & Hymel, 2014; Kowalski & al., 2014). Research suggests that certain cognitive and socio-emotional variables might determine the impact of cybervictimisation on mental health such as social skills and emotional literacy (Zych, Ortega-Ruiz, & Del Rey, 2015). Over the last two decades, one variable that has shown growing evidence regarding its potential role as a buffer against negative effects of cyberbullying is emotional intelligence (EI) (Baroncelli & Cucci, 2014; Elipe & al., 2015; Extremera, Quintana-Orts, Mérida-López, & Rey, 2018).

The literature has shown that the way in which people process the emotionally relevant information during stressful events is relevant for healthy functioning and positive relationships (Rey & Extremera, 2014). From an ability model, EI is conceptualised as a group of abilities to perceive emotions, to access emotions, to enhance thoughts, to understand emotions and emotional knowledge, and to regulate emotions to promote emotional and intellectual growth (Mayer & Salovey, 1997). Several studies have revealed that adolescents with EI are able to use and regulate their emotions and others’ negative feelings for improving happiness and psychological well-being, and preventing psychological maladjustment (Fernandez-Berrocal & Extremera, 2016; Hill, Heffernan, & Allemand, 2015; Tucker, Bitman, Wade, & Cornish, 2015).

Previous research, in both traditional bullying and cybervictimisation, has pointed out that students with higher levels of EI are less peer victimised and even experience more positive social behaviors (Elipe & al., 2015; Garaigordobil & Oñederra, 2010; Lomas, Stough, Hansen, & Downey, 2012). Recently, Elipe and al. (2015) found that high levels of emotional clarity but low levels of emotional repair in cybervictims contribute to manifestations of negative emotional impact, while high levels of attention together with high repair ability tend to reduce anger and depression among undergraduate students. These results suggest the crucial role of the EI variable in cyberbullying, specifically in the emotion regulation dimension.

Gender differences are key variables related to cyberbullying and EI, which have demonstrated a relevant impact on health outcomes and social adaptation. Despite the mixed nature of the results of studies on the prevalence of cybervictimisation (Del Rey, Elipe, & Ortega-Ruiz, 2012), most have found that females are more victimised than males (Kowalski & al., 2014; Li, 2006; Palermi, Servidio, Bartolo, & Costabile, 2017). Besides, focusing on emotions, cybervictims have a higher ability to attend emotions and a lower ability to understand and regulate emotions (Elipe & al., 2015; Ortega & al., 2012).
However, few studies have paid attention to examining the gender differences in EI skills in the context of cyberbullying in a Spanish high school sample. The aim of this study is to make progress in this direction, specifically, by examining the interplay between EI and cybervictimisation experiences and the potential role of gender in moderating this relationship in a large sample of Spanish adolescents.

Taking into account the above considerations, the objective of this study was threefold: on the one hand, to analyse the role of EI related to the gender differences of the victims of cyberbullying among Spanish adolescents. Thus, we examine the predictive validity of EI dimensions in relation to cybervictimisation. Finally, we sought to examine whether there was a significant interactive model involving EI and gender as concurrent predictors of cybervictimisation beyond what is accounted for by direct effects of socio-demographic variables and EI. Consistent with the literature, we hypothesise differences between males and females and we expected to find evidence for an EI x gender interaction for explaining cybervictimisation.

2. Material and methods

2.1. Participants

The sample comprises a total of 1,645 adolescents (50.6% female), aged between 12 and 18 years (M=14.08; SD=1.53) from six public schools in Málaga province (Spain). The sample of schools was selected according to their availability for participating in the study, and there was a similar percentage of adolescents from the different educational centers. Regarding the level taught, 29.1% attended classes of the first course of compulsory secondary education; 27.7% attended second course; 21.8% third course and 12.6% the final course of compulsory secondary education. The remainder of the sample attended classes at A level (8.8%).

2.2. Measures

Cybervictimisation. Cybervictimisation was measured with the cybervictimisation dimension of the European Cyberbullying Intervention Project Questionnaire (ECIPQ) (Brighi, Guarini, Melotti, Galli, & Genta, 2012; Del Rey & al., 2015). It consists of 11 Likert type items (i.e., Someone posted embarrassing videos or pictures of me online) with five response options for frequency of behaviors towards them during the last two months, (from 0=None to 4=More than once a week). This subscale has shown good psychometric properties (Casas & al., 2013; Ortega-Ruiz, Del Rey, & Casas, 2012). In the present sample, the Cronbach’s Alpha was adequate (α=0.86). Following the criteria used by Elipe, De-la-Oliva and Del Rey (2017), we considered ‘non-cybervictims’ as those adolescents who marked option ‘none’ or the ‘once or twice’ option in all items; ‘occasional cybervictims’ as those students who indicated that at least one of the behaviours had happened to them with a frequency of ‘once or twice a month’; and ‘severe cybervictims’ as those who indicated that at least one of the behaviours had happened ‘about once a week or more’.

Emotional intelligence. EI was evaluated using the ‘Wong and Law Emotional Intelligence Scale’ (WLEIS) (Law, Wong, & Song, 2004), a questionnaire composed of four dimensions: self-emotion appraisal (SEA), other-emotion appraisal (OEA), use of emotion (UOE) and regulation of emotion (ROE). The scale comprises a total of 16 Likert type items with seven options ranging from 1 (totally disagree) to 7 (totally agree). This scale has shown satisfactory reliability in Spanish samples (Rey, Extremera, & Pena, 2016). In this study, Cronbach’s Alpha was 0.88 for the overall scale, 0.75 for SEA, 0.72 for OEA, 0.77 for UOE and 0.80 for ROE.

The cyberbullying phenomenon has been recognised as a severe problem that affects the mental health of adolescents. Research has shown that there are several positive personal resources that buffer against negative psychological outcomes. One of these may be EI, but its role in the cyberbullying experience has scarcely been examined. The aim of this study is to analyse the interplay between EI and cybervictimisation and explore the role of gender in a large sample of Spanish adolescents.
2.3. Procedure

This study was part of a larger project that examined the relationship between strengths and health correlates of adolescents. Prior to data collection, head teachers and principals of the different schools selected randomly received an explanation about the research and a request for their collaboration accompanied by consent letters. The study respected the ethical values required in research with human beings having been approved by the Ethics Committee of the University of Málaga, Spain (62-2016-H). The questionnaires were completed by adolescents during the second trimester of the 2016/2017 academic year during a tutorial lesson. A teacher from the school with a research assistant was present in class to assist with any questions. The adolescents were also informed of the study’s objectives and its voluntary and confidential nature. They had one hour to answer all questionnaires.

3. Results

3.1. Descriptive analyses

Descriptive statistics (Table 1) and prevalence analyses were conducted to examine all variables included in the study and the percentage of cybervictimisation presented in our sample. Regarding the prevalence of cybervictimisation, 16.05% of participants reported that at least one of the behaviors in the survey had happened to them ‘once or twice a month’ or ‘once or twice a week or more frequently’ (7.78% occasional and 8.27% severe, respectively).

As it can be seen in Figure 1, the most frequently experienced types of cybervictimisation were ‘insults about me said to others via the Internet or SMS messages’ (10.21%), followed by ‘direct personal insults via email or SMS messages’ (6.99%). On the contrary, only 1.64% said that ‘somebody had created a fake account to pretend to steal their identity.’ Finally, in the cases of ‘receiving threats through texts or online messages,’ this happened about once a week or more frequently (2.13%).

3.2. Gender differences in relation to EI and cybervictimisation

One-way analysis of variance (ANOVA) was conducted to examine gender differences. We followed Cohen’s convention (1988) to estimate the effect size of differences by gender. The results are shown in Table 1. We found that males scored higher in self-emotion appraisal, use of emotion, regulation of emotion and total EI, whereas females reported higher scores in other-emotion appraisal and cybervictimisation.

Pearson correlations were conducted to examine the associations between EI dimensions and cybervictimisation separately for females and males. As seen in Table 2, self-emotion appraisal was negatively related to cybervictimisation for both females and males. More interestingly, the use of emotion and regulation of emotion were negatively related to cybervictimisation only for females. According to Cohen’s convention (1988), the effect sizes of the correlations were small.

3.3. Predictive value of EI dimensions in cybervictimisation

We tested the predictive validity of EI dimensions in predicting cybervictimisation scores along with the potential moderating role of gender in these relationships. We conducted hierarchical regression analyses in which we took cybervictimisation as the dependent variable. In the first step, age, gender, and grade were entered as covariates. EI dimension scores were entered in the second step. The EI dimensions x gender interactions were included in the third step. All continuous predictors were centered in order to reduce potential problems of multicollinearity (Aiken & West, 1991). The main results of these analyses are displayed in Table 3.

For predicting cybervictimisation, a total of 5% of the variance was explained by the final model. First, we found that age was positively related to cybervictimisation scores and significantly contributed to the prediction of this varia-
ble. Second, we found that self-emotion appraisal was the only dimension that accounted for a significant amount of the variance in cybervictimisation, even after controlling the variance attributable to our covariates. Finally, we found that the regulation of the emotion x gender interaction was significant in the prediction of cybervictimisation scores beyond the main effects of the covariates and EI dimensions.

As a final point, we used PROCESS to graphically represent the moderating effects. Following standard procedures, we used a bootstrapping procedure based on 5,000 bootstrapped resamples and a 95% confidence interval. Figure 2 shows the relationship between regulation of emotion and cybervictimisation scores by gender. We found a negative association between regulation of emotion and cybervictimisation for females (b = -0.06, t(832) = -6.11, p < 0.001). In particular, it was at the low emotion regulation level where female adolescents showed higher cybervictimisation. On the contrary, we did not find interaction effects between regulation of emotion and cybervictimisation in males (b = -0.012, t(813) = -1.27).

### Discussion and conclusion

The current study was designed to examine how EI dimensions and cybervictimisation are related in high school students and to analyse the moderating role of gender in this association. Our study replicated previous EI
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<td><strong>OEA</strong></td>
</tr>
<tr>
<td><strong>UOE</strong></td>
</tr>
<tr>
<td><strong>ROE</strong></td>
</tr>
</tbody>
</table>

Note: EI=Emotional Intelligence, SEA=Self-emotion appraisal, OEA=Other-emotion appraisal, UOE=Use of emotion, ROE=Regulation of emotion.
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Note: Correlations above the diagonal are for females (N=832), those below the diagonal are for males (N=813). SEA=Self-emotion appraisal, OEA=Other-emotion appraisal, UOE=Use of emotion, ROE=Regulation of emotion.
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</tr>
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Note: SEA=Self-emotion appraisal; OEA=Other-emotion appraisal; UOE=Use of emotion; ROE=Regulation of emotion. The beta reported are standardised coefficients for the final equation (step 3).
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findings (Elipe & al., 2015), confirming the positive role of these emotional skills on the levels of cybervictimisation in a large sample of Spanish adolescents. Besides, our findings extend those of earlier studies by finding evidence that gender might be an underlying mechanism that could moderate the relationship between certain EI dimensions and cybervictimisation experiences.

Regarding the prevalence of cybervictimisation, our results show similar percentages to those reported by a recent systematic review (Zych & al., 2015). Following the criteria used by Elipe and al. (2017), over 83.95% of the sample was considered as non-cybervictims. Inversely, 16.05% were considered occasional or severe cybervictims. The most frequent forms of cyberbullying in this study were ‘insults about me said to others via the Internet or SMS messages,’ similar to results of previous studies carried out with adolescents (Katzer, Fetheenhauer, & Belschack, 2009).

Consistent with previous research regarding both traditional victimisation and cybervictimisation (Elipe & al., 2015; Lomas & al., 2012), our study found that higher levels of total EI were significantly and negatively associated with lower scores in cybervictimisation both in males and females. Our findings are in line with the approach suggesting that the propensity of being cybervictimised by peers is, to some extent, related to the victim’s emotional abilities. Interestingly, compared to male victims, the relationship between total and specific emotional abilities and cybervictimisation experiences of female victims was stronger. In short, all subscales except one (interpersonal perception) showed small but still negative and significant associations with cybervictimisation for females. On the contrary, only global EI and intrapersonal perception showed a significant and negative association with cyber-victimisation for males.

With respect to examining the gender differences in EI skills and cybervictimisation experiences, gender analyses showed that males reported higher self-reported global EI along with higher intrapersonal perception, assimilation and emotional regulation than females. Some authors have found that males tend to report higher ability to regulate own emotions compared with female adolescents (Extermera, Duran, & Rey, 2007). Since the male gender role is to be more agentic and active, it is possible that male adolescents might use more frequent problem-solving strategies and positive reappraisal in attempts to change the negative daily experiences that they believe are driving their mood states (Tamres, Janicki, & Helgeson, 2002). These are in line with literature findings that male adolescents typically reported less psychological symptoms than female ones (Nolen-Hoeksema & Hilt, 2009). On the other hand, another potential reason is that male adolescents typically tend to overestimate their emotional skills compared to females when using self-report measures (Brackett, Rivers, Shiffman, Lerner, & Salovey, 2006), therefore, depending on the EI measures used, gender difference results might be different. Further research should examine this issue carefully, using EI ability measures to generalise our findings. Regarding female adolescents, some researchers have shown that women typically report a greater tendency to be attentive to moods and regulate emotions compared with men, both in adult and adolescent populations (Fernandez-Berrocal & Extermera, 2008; Salguero, Fernandez-Berrocal, Balluerka, & Aritzeta, 2010; Thayer, Rossy, Ruiz-Padial, & Johnsen, 2003). Furthermore, women tend to be more vulnerable to the impact of stressful life events (Kessler & McLeod, 1984). It may be that differences in the emotional regulation process between men and women might form the basis of the higher prevalence rate in women of emotional maladjustment and the use of maladaptive coping strategies (Nolen-Hoeksema, 2003; Thayer et al., 2003). Finally, the analysis indicated that, compared to male adolescents, female students were more likely to be victims of cyberbullying (Kowalski & al., 2014). While this gender difference in cybervictimisation demands further research, one plausible explanation is that female adolescents tend to be more likely to experience indirect forms of bullying than their male counterparts, and the negative impact of these expen-
riences is stronger in females (Carbone-Lopez, Esbensen, & Brick, 2010).

Moreover, we found that emotion regulation interacted differently as a function of gender, extending previous literature regarding gender differences on the influence of EI in other areas of psychology such as interpersonal relationships (Brackett & al., 2006) or psychological adjustment (Merida-Lopez, Extremera, & Rey, 2017). Expanding on previous research, our study revealed an interesting finding substantiating evidence for the moderating effect of gender with deficits in emotion regulation as a risk factor for cybervictimisation experiences. In this research, mood regulation was the only EI ability which interacted significantly with gender in predicting cyber-victimisation experiences in line with similar studies (Lomas & al., 2012; Schokman & al., 2014). In short, we found significant differences in the associations between emotion regulation and cyber-victimisation for females, but not for males. While no interaction effect was found for males between mood regulation and cyber-victimisation, in female adolescents the relationship with cyber-victimisation was more negative at higher levels of emotion regulation. In line with our correlational findings, it is tentative to assume that emotion regulation skills may be more associated with cyber-victimisation for female adolescents. By contrast, it might be that, for males, these regulation abilities may not be so important or may imply different socio-educational or psychological factors associated with men other than emotion regulation to explain cyber-victimisation. Further research should examine this issue.

Therefore, the future implementation of anti-bullying programmes aimed at reducing cyber-victimisation might take into account these gender differences in mood regulation to develop more effective training by specifically focusing on the emotional deficits/strengths characteristically present in females and males. Several authors have underlined that specific prevention and intervention strategies need to be developed tailored to the special needs of each gender (Kowalski & al., 2014). In addition, our findings raise questions about the role of gender in strategies used in cyber-victimisation experiences and asks for further exploration to examine the specific mechanisms that link differences in EI and cyber-victimisation between males and females.

Even though the present study makes a novel contribution to the existing literature, there are several limitations that should be addressed by further research. First, although our data provide preliminary evidence for a moderating role of gender in predicting cyber-victimisation experiences, the cross-sectional nature of our design makes it impossible to determine the directionality of any causal relationships. Further prospective follow-up studies or a longitudinal design would help to untangle the causal direction. In addition, it is important to underline that the adolescent sample is based on a convenience sample, so the results of this study cannot be generalised. Future work should apply a random design or use adolescent samples with clinically diagnosed psychiatric problems associated with cyber-victimisation experiences, which would increase the degree of generalisation of the findings. Another potential limitation was the use of self-report measures which might be subject to social desirability. Future studies should replicate our findings using a wider array of assessment approaches with multiple sources (i.e., parents, school practitioners, peers), as well as other measures of cyber-victimisation (e.g., the Cyberbulimisation questionnaire (CBV) by Alvarez, Dobarro, & Nuñez, 2015). Besides, we used an EI self-report measure. Although tools of this type are widely used in the scientific literature, their combined use with newer ability-based measures based on performance criteria would increase our knowledge beyond what the WLEIS data allows, not only about the independent and interactive effect of perceived and actual EI but also about insights into the design of professionally guided interventions focusing on emotional knowledge, emotional self-efficacy, and EI abilities aimed at reducing the negative consequences of cyber-victimisation. Finally, the inclusion of measures of personality (i.e., big five) and...
social abilities would provide a comprehensive perspective and would generate some new insights into the interactive role that EI, personality traits, and social skills play in reducing the negative symptoms associated with cybervictimisation.

Despite these limitations, our study has provided some empirical evidence that EI is associated with cybervictimisation experiences in life. As practical implications, given that extensive evidence has shown that the emotional skills grouped into the EI construct can be learned and are susceptible to being developed through school programmes in children and adolescents (Ruiz-Aranda, & al., 2013), the present findings might serve as a good starting point for inclusion of training in EI skills as an additional intervention strategy to complement current anti-bullying approaches to reduce cybervictimisation experiences in adolescents at risk. If these findings can be replicated, psychological service providers should include EI abilities while working with adolescent females to prevent cyberbullying since our findings suggest that a deficiency in mood regulation in female adolescents has a combined effect in increasing cybervictimisation experiences. Additionally, other implications for school officials and counselors are that evaluating the interactive association between EI and gender in explaining cybervictimisation might be fundamental as these variables may potentially be used as a screening assessment to identify potential high school students who might be at risk of cybervictimisation after experiencing cyberbullying behaviors. Also, as Lomas and al. (2012) have argued, detection and identification of risk factors related to victims of cyberbullying would help to change the role of school practitioners, moving from a ‘policing’ role to inhibit disruptive behaviours and securely engage cyber behaviours of bullies, to a more active role in developing emotional skills and mood regulation strategies of cyberbullies and their victims. Nevertheless, since prevention and intervention programmes aimed at increasing EI skills have only been implemented in a normal sample of high school students, further research should specifically examine the efficacy of these EI prevention programmes for adolescents at risk of peer cybervictimisation. Some preliminary work has shown the effectiveness of EI interventions in Spanish high school settings to reduce physical/verbal aggression and hostility and increase empathy and mental health (Castillo, Salguero, Fernandez-Berrocal, & Balluerka, 2013). It is tentative to assume that similar intervention programmes might be used to reduce psychological distress and negative symptoms in those adolescents who are at a greater risk of being subjected to peer cybervictimisation.

In conclusion, our findings shed some light on the importance of considering EI skills for the preventative design of anti-bullying programmes and provide preliminary evidence for using a gender-tailored cybervictimisation approach as a potentially efficient way of coping with the associated distress caused by cyberbullying experiences.
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